
OVERVIEW
This comprehensive course covers a range of topics, including GDPR processes, best
practices, practical solutions, download risks, phishing emails, and data storage and
compliance. By completing this course, participants will be well-prepared to handle
data securely and contribute to their business' overall data protection efforts.

LEARNING OUTCOMES
Participation in this course will give you:

An awareness of GDPR, including an overview, key principles and consequences of

non compliance.  

A knowledge of best practices for Data Protection, Consent Management, lawful

bases for data processing and reporting data breaches. 

A knowledge of practical solutions for Data Security

Awareness of Download Risks and Prevention Risks associated with downloading

files and software. Safe browsing practices and avoiding malicious websites. 

Awareness of Phishing Emails: Detection and Response - identifying phishing

emails and social engineering techniques; reporting suspicious emails and

phishing attempts, safe email practices and handling attachments. 

How to build a security-conscious culture within the business

A knowledge of Data Storage and Compliance - Data retention policies and

procedures; secure data disposal and destruction; cloud storage considerations

and GDPR compliance. 

Serious Data SecuritySerious Data Security  

FORMAT
Delivered Virtually 
3 hours

PRICE
£125 (per participant)

TO BOOK
academy@fact3.co.uk

This course is available for delivery in your workplace to a group of up to 10 participants, cost £500

A C A D E M Y
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